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In cyber security of a modern information society, digital safety is becoming more and more important regarding governance and schools as well as well-being of common people, especially children. There are models to evaluate cyber-attacks and technical risks in institutions and ICT services, but there are no good models yet to help understanding the concerns and issues of everyday e-life of commoners, including students and teachers – especially the ones that can be encountered at schools (from primary to upper secondary). This makes digital safety an essential part of innovation and cooperation at schools as well as in teacher training. The aim of this paper is to propose a model that helps to build up internet security training and other activities that will improve children’s and teachers’ safety skills and resistance to security threats.
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"We have developed a model based on the research done about students' and teachers online behavior. The digital safety contextual model is based on the school as a smaller-scale model of society dealing with digital world risks on institutional and personal level. The model is divided into zones, types, challenges and levels, and solutions." (Lorenz et al., 2016, p. 711)
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