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"This study presents an analysis of the age verification mechanisms in place for 10 popular
social media apps used by children: Snapchat, Instagram, TikTok, Viber, Skype, Facebook,
HouseParty, Discord, Messenger, WhatsApp. According to CyberSafeIreland, these are the
apps most used by younger children, including underage children, i.e. below the age of 13
which is defined as the minimum age for use of such services (16 years in the case of
WhatsApp)"
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